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House Bill 14-1131:  The internet has changed the world we live in beyond the imagination of most people. As with all such phenomena, unintended consequences came along the way. Loss of privacy is probably at the top of the list of unintended consequences, but what has been tagged “cyberbullying” is on a par with it because of the devastating toll on today's teenagers and resulting suicides.
   HB 1131, “Concerning Harassment Against a Minor By Using an Interactive Computer Service,” amends Colorado Revised Statute Section 18-9-11, Harassment – definitions. The bill was amended in Committee to add cyberbullying of a minor as Section 18-3-603 to the Colorado Revised Statutes.
  HB 1131, as introduced, establishes a new basis for the crime of harassment. Current law provides for prosecution of harassment as a crime of stalking. HB 1131 names the acts that fall into the new category which use an “interactive computer service to engage in a course of conduct that inflicts serious emotional distress on a minor or places a minor in reasonable fear of death or serious bodily injury with the intent to”:
· kill, injure or harass or cause serious emotional distress to the minor; or
· place the minor in reasonable fear of death or serious bodily injury.
   Inflicting serious emotional distress on a minor or placing the minor in reasonable fear of death or serious bodily injury is a class 2 misdemeanor. Intent to harass a person because of race, color, religion, ancestry or national origin is a class 1 misdemeanor. Depending on circumstances, under current law stalking has been a class 4 or class 5 felony, and “subject to modified sentencing as an extra-ordinary risk crime.”
   HB 1131 adds to the Colorado Revised Statutes Section 18-3-603 – Cyberbullying of a minor (under 18 years of age), which is defined as:  
· Any person who knowingly, through the use of social media, posts or adds any statement, photograph, or video, or other information about or pertaining to a minor with the intent to cause the minor to suffer serious emotional distress, or makes a credible threat against a minor that the actor knows or reasonably should know will be communicated to or viewed by the minor, commits cyberbullying if the conduct results in serious emotional distress to any minor.
   The amendment to the bill defines social media as “any electronic medium, including an interactive computer service, that allows users to create, share and view user-generated content, including but not limited to videos, still photographs, blogs, video blogs, podcasts, instant messages, electronic mail, or internet website profiles.”
   Significant is Section (4) of the amendment to HB 1131 which states:  “(4) Conviction for a violation of this section does not preclude conviction for a violation of Section 18-3-602 of the Colorado Revised Statutes, based in whole or in part on the same or related conduct, and the court shall not require the prosecution to elect at trial between the offenses of cyberbullying and stalking.
   Cyberbullying of a minor carries the same differentiation as harassment – class 2 misdemeanor for cyberbullying, but a class 1 misdemeanor “if the offender engages in the conduct because of a minor's actual or perceived race, color, religion, ancestry, national origin, physical or mental disability, gender, identity or sexual orientation.”
   Conduct of the actor towards  more than one person means an actor can be convicted of separate offense under this section (18-3-603) for each victim.
   HB 1131 was referred to the Committee of the Whole on March 7, 2014.
Lead Sponsors of House Bill 14-1131:  Representative Rhonda Fields (D-Arapahoe) 866-3911. No sponsor as yet in the Senate.
House Bill 14-1140:  Another “unintended consequence” of the technology explosion is when personal or financial identifying information is compromised.
   HB 1140 addresses the “accidental or deliberate event that results in or constitutes a threat of the unauthorized access, loss, disclosure, modification, disruption or destruction of personal or financial identifying information (security incident),” when such incident “occurs due to the error of the state entity or any employee of the state entity, or due to lack of security protecting personal or financial information held by the state entity.”
   HB 1140 requires the following in the event of a security incident:
· state government entities must provide credit monitoring services for one year in a deliberate security breach incident;
· state entities must also create procedures to notify and communicate with each person impacted or potentially impacted by the security breach; and
· the Chief Information Officer for the Governor's Office of Information Technology must promulgate rules to implement the new requirements.
   The fiscal impact analysis notes that the latest potential security breach experienced by the state (December 2013) resulted in 18,979 letters being mailed to individuals who may have been impacted. (Note:  The fiscal impact analysis does not further identify the potential security breach except for providing this statistic.)
   HB 1140 is yet to have its first committee hearing.
Sponsors of House Bill 14-1140:  Representative Kathleen Conti (R-Arapahoe) 866-2954. No sponsor as yet in the Senate.
House Bill 14-1205:  Titled “Concerning the Veterans Assistance Program,” this bill creates a program in the division of veterans affairs within the state department of military and veterans affairs to “provide financial assistance to non-profit organizations and government agencies providing services to improve the health and well-being of veterans in the state.” Services include “mental health services, family counseling services, job training, employment and housing for homeless veterans.”  
   The Adjutant General is tasked with adopting rules to administer the program, in consultation with the Board of Veterans Affairs, on or before September 1, 2014.
Lead Sponsors of House Bill 14-1205:  Representative Su Ryden (D-Arapahoe) 866-2942; abs Senator Larry Crowder (R-Alamosa, Baca, Bent, Conejos, Costilla, Crowley, Custer, Huerfano, Kiowa, Las Animas, Mineral, Otero, Prowers, Pueblo, Rio Grande and Saguache) 866-4875.
House Bill 14-1271:  HB 271 repeals and re-enacts Section 3-21-117 of the Colorado Revised Statutes as it applies to “civil immunity for mental health providers who have a duty to warn a specific person or persons when a patient has communicated to a provider a serious threat of imminent physical violence against a person or persons.”
   The bill extends that immunity to “organizations that provide mental health services and extends the duty to warn to include a warning to specific entities that, if damaged or attacked, would pose harm to public health and safety.”
   The fiscal impact analysis clarifies this point:  “Civil immunity from liability applies only to situations where a patient has communicated to a mental health provider a serious threat of imminent physical violence to an entity or entities.”
   HB 1271 was amended by the Committee on Health, Insurance and Environment to eliminate the “person, persons or target” clause, replacing that clause with “person, persons, including those identifiable by their association with a specific location or entity.”
   The provisions of Section 13-21-117 “do not apply to the negligent release of a mental health patient [amended to a patient], from any mental health hospital or ward or to the negligent failure to initiate involuntary seventy-two-hour treatment and evaluation after a personal patient evaluation determining that the person appears to have a mental illness and, as a result of the mental illness, appears to be an imminent danger to others.”
   HB 1271 passed, as amended (10-0, 12 excused), and was referred to the Committee of the Whole on February 27, 2014; the bill takes effect upon the Governor's signing, or becoming law without his signature.
Lead Sponsors of House Bill 14-1271:  Representative Jovan Melton (R-Douglas) 866-2936; and Senator Linda Newell (D-Arapahoe) 866-4846.
   The reader's comments or questions are always welcome. E-mail me at doris@dorisbeaver.com.
